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ABSTRACT 

In this paper we discuss security issues for cloud computing including storage security, data security, and 
network security and secure virtualization. Then we select some topics and describe them in more detail. In 
particular, we discuss a scheme for secure third party publications of documents in a cloud. Next we discuss 
secure federated query processing with map Reduce and Hadoop. Next we discuss the use of secure co
processors for cloud computing. Third we discuss XACML implementation for Hadoop. We believe that 
building trusted applications from untrusted components will be a major aspect of secure cloud computing. 
























